Datenschutzerklarung

1. Datenschutz auf einen Blick

Allgemeine Hinweise

Die folgenden Hinweise geben einen einfachen Uberblick dariber, was mit Ihren
personenbezogenen Daten passiert, wenn Sie diese Website besuchen.
Personenbezogene Daten sind alle Daten, mit denen Sie personlich identifiziert
werden kdénnen. Ausfuhrliche Informationen zum Thema Datenschutz entnehmen
Sie unserer unter diesem Text aufgefuhrten Datenschutzerklarung.

Datenerfassung auf dieser Website

Wer ist verantwortlich fir die Datenerfassung auf dieser Website?

Die Datenverarbeitung auf dieser Website erfolgt durch den Websitebetreiber.
Dessen Kontaktdaten konnen Sie dem Abschnitt ,Hinweis zur Verantwortlichen
Stelle" in dieser Datenschutzerklarung entnehmen.

Wie erfassen wir lhre Daten?

Ihre Daten werden zum einen dadurch erhoben, dass Sie uns diese mitteilen. Hierbei
kann es sich z. B. um Daten handeln, die Sie in ein Kontaktformular eingeben.

Andere Daten werden automatisch oder nach lhrer Einwilligung beim Besuch der
Website durch unsere IT-Systeme erfasst. Das sind vor allem technische Daten (z. B.
Internetbrowser, Betriebssystem oder Uhrzeit des Seitenaufrufs). Die Erfassung dieser
Daten erfolgt automatisch, sobald Sie diese Website betreten.

Woflr nutzen wir lhre Daten?

Ein Teil der Daten wird erhoben, um eine fehlerfreie Bereitstellung der Website zu
gewahrleisten. Andere Daten kdnnen zur Analyse lhres Nutzerverhaltens verwendet
werden.

Welche Rechte haben Sie bezuliglich Ihrer Daten?

Sie haben jederzeit das Recht, unentgeltlich Auskunft Gber Herkunft, Empfanger und
Zweck lhrer gespeicherten personenbezogenen Daten zu erhalten. Sie haben
auBerdem ein Recht, die Berichtigung oder Loéschung dieser Daten zu verlangen.
Wenn Sie eine Einwilligung zur Datenverarbeitung erteilt haben, kdnnen Sie diese



Einwilligung jederzeit fur die Zukunft widerrufen. Auf3erdem haben Sie das Recht,
unter bestimmten Umstanden die Einschrankung der Verarbeitung lhrer
personenbezogenen Daten zu verlangen. Des Weiteren steht Ihnen ein
Beschwerderecht bei der zustandigen Aufsichtsbehorde zu.

Hierzu sowie zu weiteren Fragen zum Thema Datenschutz kdnnen Sie sich jederzeit
an uns wenden.

Analyse-Tools und Tools von Drittanbietern

Beim Besuch dieser Website kann |hr Surf-Verhalten statistisch ausgewertet werden.
Das geschieht vor allem mit sogenannten Analyseprogrammen.

Detaillierte Informationen zu diesen Analyseprogrammen finden Sie in der folgenden
Datenschutzerklarung.

2. Hosting

Wir hosten die Inhalte unserer Website bei folgendem Anbieter:

Externes Hosting

Diese Website wird extern gehostet. Die personenbezogenen Daten, die auf dieser
Website erfasst werden, werden auf den Servern des Hosters / der Hoster gespeichert.
Hierbei kann es sich v. a. um IP-Adressen, Kontaktanfragen, Meta- und
Kommunikationsdaten, Vertragsdaten, Kontaktdaten, Namen, Websitezugriffe und
sonstige Daten, die Uber eine Website generiert werden, handeln.

Das externe Hosting erfolgt zum Zwecke der Vertragserfullung gegenlber unseren
potenziellen und bestehenden Kunden (Art. 6 Abs. 1 lit. b DSGVO) und im Interesse
einer sicheren, schnellen und effizienten Bereitstellung unseres Online-Angebots
durch einen professionellen Anbieter (Art. 6 Abs. 1 lit. f DSGVO). Sofern eine
entsprechende Einwilligung abgefragt wurde, erfolgt die Verarbeitung ausschlieRlich
auf Grundlage von Art. 6 Abs. 1 lit. a DSGVO und § 25 Abs. 1 TTDSG, soweit die
Einwilligung die Speicherung von Cookies oder den Zugriff auf Informationen im
Endgerat des Nutzers (z. B. Device-Fingerprinting) im Sinne des TTDSG umfasst. Die
Einwilligung ist jederzeit widerrufbar.

Unser(e) Hoster wird bzw. werden Ihre Daten nur insoweit verarbeiten, wie dies zur
Erfallung seiner Leistungspflichten erforderlich ist und unsere Weisungen in Bezug

auf diese Daten befolgen.

Wir setzen folgende(n) Hoster ein:



netcup GmbH
DaimlerstrafRe 25
D-76185 Karlsruhe

Telefon: +49 721/ 7540755 - 0
Telefax: +49 721/ 7540755 - 9

Auftragsverarbeitung

Wir haben einen Vertrag Uber Auftragsverarbeitung (AVV) zur Nutzung des oben
genannten Dienstes geschlossen. Hierbei handelt es sich um einen
datenschutzrechtlich vorgeschriebenen Vertrag, der gewahrleistet, dass dieser die
personenbezogenen Daten unserer Websitebesucher nur nach unseren Weisungen
und unter Einhaltung der DSGVO verarbeitet.

3. Allgemeine Hinweise und Pflichtinformationen

Datenschutz

Die Betreiber dieser Seiten nehmen den Schutz lhrer perséonlichen Daten sehr ernst.
Wir behandeln Ihre personenbezogenen Daten vertraulich und entsprechend den
gesetzlichen Datenschutzvorschriften sowie dieser Datenschutzerklarung.

Wenn Sie diese Website benutzen, werden verschiedene personenbezogene Daten
erhoben. Personenbezogene Daten sind Daten, mit denen Sie personlich identifiziert
werden konnen. Die vorliegende Datenschutzerklarung erlautert, welche Daten wir
erheben und woflr wir sie nutzen. Sie erlautert auch, wie und zu welchem Zweck das
geschieht.

Wir weisen darauf hin, dass die DatenUbertragung im Internet (z. B. bei der
Kommunikation per E-Mail) SicherheitslUcken aufweisen kann. Ein IUckenloser
Schutz der Daten vor dem Zugriff durch Dritte ist nicht moglich.

Hinweis zur verantwortlichen Stelle

Die verantwortliche Stelle fur die Datenverarbeitung auf dieser Website ist:

Lars Decker

Versicherungsmakler nach §34d Absatz 1 der Gewerbeordnung
BachstralBe 34

41352 Korschenbroich

Telefon: 015228292911
E-Mail: info@allesabgedeckt.de



Verantwortliche Stelle ist die naturliche oder juristische Person, die allein oder
gemeinsam mit anderen Uber die Zwecke und Mittel der Verarbeitung von
personenbezogenen Daten (z. B. Namen, E-Mail-Adressen o. A.) entscheidet.

Speicherdauer

Soweit innerhalb dieser Datenschutzerklarung keine speziellere Speicherdauer
genannt wurde, verbleiben Ihre personenbezogenen Daten bei uns, bis der Zweck fur
die Datenverarbeitung entfallt. Wenn Sie ein berechtigtes Loschersuchen geltend
machen oder eine Einwilligung zur Datenverarbeitung widerrufen, werden lhre Daten
geldscht, sofern wir keine anderen rechtlich zulassigen Grunde fur die Speicherung
Ihrer personenbezogenen Daten haben (z. B. steuer- oder handelsrechtliche
Aufbewahrungsfristen); im letztgenannten Fall erfolgt die Ldschung nach Fortfall
dieser Grunde.

Allgemeine Hinweise zu den Rechtsgrundlagen der
Datenverarbeitung auf dieser Website

Sofern Sie in die Datenverarbeitung eingewilligt haben, verarbeiten wir lhre
personenbezogenen Daten auf Grundlage von Art. 6 Abs. 1lit. a DSGVO bzw. Art. 9
Abs. 2 lit. a DSGVO, sofern besondere Datenkategorien nach Art. 9 Abs. 1 DSGVO
verarbeitet werden. Im Falle einer ausdricklichen Einwilligung in die Ubertragung
personenbezogener Daten in Drittstaaten erfolgt die Datenverarbeitung auf3erdem
auf Grundlage von Art. 49 Abs. 1 lit. a DSGVO. Sofern Sie in die Speicherung von
Cookies oder in den Zugriff auf Informationen in Ihr Endgerat (z. B. via
Device-Fingerprinting) eingewilligt haben, erfolgt die Datenverarbeitung zusatzlich
auf Grundlage von § 25 Abs. 1 TTDSCG. Die Einwilligung ist jederzeit widerrufbar. Sind
Ihre Daten zur Vertragserfullung oder zur DurchfUhrung vorvertraglicher
MafBnahmen erforderlich, verarbeiten wir Ihre Daten auf Grundlage des Art. 6 Abs. 1 lit.
b DSGVO. Des Weiteren verarbeiten wir Ihre Daten, sofern diese zur Erfullung einer
rechtlichen Verpflichtung erforderlich sind auf Grundlage von Art. 6 Abs. 1 lit. c
DSGVO. Die Datenverarbeitung kann ferner auf Grundlage unseres berechtigten
Interesses nach Art. 6 Abs. 1 lit. f DSGVO erfolgen. Uber die jeweils im Einzelfall
einschlagigen Rechtsgrundlagen wird in den folgenden Absatzen dieser
Datenschutzerklarung informiert.

Hinweis zur Datenweitergabe in datenschutzrechtlich nicht

sichere Drittstaaten sowie die Weitergabe an US-Unternehmen,
die nicht DPF-zertifiziert sind

Wir verwenden unter anderem Tools von Unternehmen mit Sitz in
datenschutzrechtlich nicht sicheren Drittstaaten sowie US-Tools, deren Anbieter nicht
nach dem EU-US-Data Privacy Framework (DPF) zertifiziert sind. Wenn diese Tools
aktiv sind, kdnnen |hre personenbezogene Daten in diese Staaten Ubertragen und



dort verarbeitet werden. Wir weisen darauf hin, dass in datenschutzrechtlich
unsicheren Drittstaaten kein mit der EU vergleichbares Datenschutzniveau garantiert
werden kann.

Wir weisen darauf hin, dass die USA als sicherer Drittstaat grundsatzlich ein mit der
EU vergleichbares Datenschutzniveau aufweisen. Eine DatenUbertragung in die USA
ist danach zulassig, wenn der Empfanger eine Zertifizierung unter dem ,,EU-US Data
Privacy Framework" (DPF) besitzt oder Uber geeignete zusatzliche Garantien verfugt.
Informationen zu Ubermittlungen an Drittstaaten einschlieBlich der Datenempfanger
finden Sie in dieser Datenschutzerklarung.

Empfanger von personenbezogenen Daten

Im Rahmen unserer Geschaftstatigkeit arbeiten wir mit verschiedenen externen
Stellen zusammen. Dabei ist teilweise auch eine Ubermittlung von
personenbezogenen Daten an diese externen Stellen erforderlich. Wir geben
personenbezogene Daten nur dann an externe Stellen weiter, wenn dies im Rahmen
einer Vertragserfullung erforderlich ist, wenn wir gesetzlich hierzu verpflichtet sind (z.
B. Weitergabe von Daten an Steuerbehdrden), wenn wir ein berechtigtes Interesse
nach Art. 6 Abs. 1lit. f DSGVO an der Weitergabe haben oder wenn eine sonstige
Rechtsgrundlage die Datenweitergabe erlaubt. Beim Einsatz von
Auftragsverarbeitern geben wir personenbezogene Daten unserer Kunden nur auf
Grundlage eines gultigen Vertrags Uber Auftragsverarbeitung weiter. Im Falle einer
gemeinsamen Verarbeitung wird ein Vertrag Uber gemeinsame Verarbeitung
geschlossen.

Widerruf lhrer Einwilligung zur Datenverarbeitung

Viele Datenverarbeitungsvorgange sind nur mit lhrer ausdrucklichen Einwilligung
maoglich. Sie kbnnen eine bereits erteilte Einwilligung jederzeit widerrufen. Die
Rechtmafigkeit der bis zum Widerruf erfolgten Datenverarbeitung bleibt vom
Widerruf unberuhrt.

Widerspruchsrecht gegen die Datenerhebung in besonderen
Fallen sowie gegen Direktwerbung (Art. 21 DSGVO)

WENN DIE DATENVERARBEITUNG AUF GRUNDLAGE VON ART. 6 ABS.TLIT. EODERF
DSGVO ERFOLGT, HABEN SIE JEDERZEIT DAS RECHT, AUS GRUNDEN, DIE SICH AUS
IHRER BESONDEREN SITUATION ERGEBEN, GEGEN DIE VERARBEITUNG IHRER
PERSONENBEZOGENEN DATEN WIDERSPRUCH EINZULEGEN; DIES GILT AUCH FUR
EIN AUF DIESE BESTIMMUNGEN GESTUTZTES PROFILING. DIE JEWEILIGE
RECHTSGRUNDLAGE, AUF DENEN EINE VERARBEITUNG BERUHT, ENTNEHMEN SIE
DIESER DATENSCHUTZERKLARUNG. WENN SIE WIDERSPRUCH EINLEGEN,
WERDEN WIR IHRE BETROFFENEN PERSONENBEZOGENEN DATEN NICHT MEHR
VERARBEITEN, ES SEI DENN, WIR KONNEN ZWINGENDE SCHUTZWURDIGE



GRUNDE FUR DIE VERARBEITUNG NACHWEISEN, DIE IHRE INTERESSEN, RECHTE
UND FREIHEITEN UBERWIEGEN ODER DIE VERARBEITUNG DIENT DER
GELTENDMACHUNG, AUSUBUNG ODER VERTEIDIGUNG VON RECHTSANSPRUCHEN
(WIDERSPRUCH NACH ART. 21 ABS. 1 DSGVO).

WERDEN IHRE PERSONENBEZOGENEN DATEN VERARBEITET, UM
DIREKTWERBUNG ZU BETREIBEN, SO HABEN SIE DAS RECHT, JEDERZEIT
WIDERSPRUCH GEGEN DIE VERARBEITUNG SIE BETREFFENDER
PERSONENBEZOGENER DATEN ZUM ZWECKE DERARTIGER WERBUNG
EINZULEGEN; DIES GILT AUCH FUR DAS PROFILING, SOWEIT ES MIT SOLCHER
DIREKTWERBUNG IN VERBINDUNG STEHT. WENN SIE WIDERSPRECHEN, WERDEN
IHRE PERSONENBEZOGENEN DATEN ANSCHLIESSEND NICHT MEHR ZUM ZWECKE
DER DIREKTWERBUNG VERWENDET (WIDERSPRUCH NACH ART. 21 ABS. 2 DSGVO).

Beschwerderecht bei der zustandigen Aufsichtsbehoérde

Im Falle von Verst6Ben gegen die DSGVO steht den Betroffenen ein Beschwerderecht
bei einer Aufsichtsbehorde, insbesondere in dem Mitgliedstaat ihres gewdhnlichen
Aufenthalts, ihres Arbeitsplatzes oder des Orts des mutmafilichen VerstoRes zu. Das
Beschwerderecht besteht unbeschadet anderweitiger verwaltungsrechtlicher oder
gerichtlicher Rechtsbehelfe.

Recht auf Datenuibertragbarkeit

Sie haben das Recht, Daten, die wir auf Grundlage lhrer Einwilligung oder in Erfullung
eines Vertrags automatisiert verarbeiten, an sich oder an einen Dritten in einem
gangigen, maschinenlesbaren Format aushandigen zu lassen. Sofern Sie die direkte
Ubertragung der Daten an einen anderen Verantwortlichen verlangen, erfolgt dies
nur, soweit es technisch machbar ist.

Auskunft, Berichtigung und Loschung

Sie haben im Rahmen der geltenden gesetzlichen Bestimmungen jederzeit das
Recht auf unentgeltliche Auskunft Uber Ihre gespeicherten personenbezogenen
Daten, deren Herkunft und Empfanger und den Zweck der Datenverarbeitung und
ggf. ein Recht auf Berichtigung oder Léschung dieser Daten. Hierzu sowie zu
weiteren Fragen zum Thema personenbezogene Daten kdnnen Sie sich jederzeit an
uns wenden.

Recht auf Einschrankung der Verarbeitung

Sie haben das Recht, die Einschrankung der Verarbeitung Ihrer personenbezogenen
Daten zu verlangen. Hierzu kénnen Sie sich jederzeit an uns wenden. Das Recht auf
Einschrankung der Verarbeitung besteht in folgenden Fallen:



e \Wenn Sie die Richtigkeit Ihrer bei uns gespeicherten personenbezogenen
Daten bestreiten, benodtigen wir in der Regel Zeit, um dies zu Uberprufen.
Fur die Dauer der Prufung haben Sie das Recht, die Einschrankung der
Verarbeitung |hrer personenbezogenen Daten zu verlangen.

e Wenn die Verarbeitung lhrer personenbezogenen Daten unrechtmafig
geschah/geschieht, kdnnen Sie statt der Loschung die Einschrankung der
Datenverarbeitung verlangen.

e Wenn wir lhre personenbezogenen Daten nicht mehr benotigen, Sie sie
jedoch zur Auslbung, Verteidigung oder Geltendmachung von
Rechtsansprichen bendtigen, haben Sie das Recht, statt der Loéschung die
Einschrankung der Verarbeitung lhrer personenbezogenen Daten zu
verlangen.

e Wenn Sie einen Widerspruch nach Art. 21 Abs. 1 DSGVO eingelegt haben,
muss eine Abwagung zwischen |hren und unseren Interessen
vorgenommen werden. Solange noch nicht feststeht, wessen Interessen
Uberwiegen, haben Sie das Recht, die Einschrankung der Verarbeitung lhrer
personenbezogenen Daten zu verlangen.

Wenn Sie die Verarbeitung lhrer personenbezogenen Daten eingeschrankt haben,
durfen diese Daten —von ihrer Speicherung abgesehen — nur mit lhrer Einwilligung
oder zur Geltendmachung, Austbung oder Verteidigung von Rechtsansprichen oder
zum Schutz der Rechte einer anderen naturlichen oder juristischen Person oder aus
Grunden eines wichtigen &ffentlichen Interesses der Europaischen Union oder eines
Mitgliedstaats verarbeitet werden.

SSL- bzw. TLS-Verschlusselung

Diese Seite nutzt aus Sicherheitsgrinden und zum Schutz der Ubertragung
vertraulicher Inhalte, wie zum Beispiel Bestellungen oder Anfragen, die Sie an uns als
Seitenbetreiber senden, eine SSL- bzw. TLS-VerschlUsselung. Eine verschlUsselte
Verbindung erkennen Sie daran, dass die Adresszeile des Browsers von ,http:/* auf
Jhttps://“ wechselt und an dem Schloss-Symbol in Ihrer Browserzeile.

Wenn die SSL- bzw. TLS-VerschlUsselung aktiviert ist, kbnnen die Daten, die Sie an
uns Ubermitteln, nicht von Dritten mitgelesen werden.

Widerspruch gegen Werbe-E-Mails

Der Nutzung von im Rahmen der Impressumspflicht veréffentlichten Kontaktdaten
zur Ubersendung von nicht ausdricklich angeforderter Werbung und
Informationsmaterialien wird hiermit widersprochen. Die Betreiber der Seiten
behalten sich ausdrucklich rechtliche Schritte im Falle der unverlangten Zusendung
von Werbeinformationen, etwa durch Spam-E-Mails, vor.

4. Datenerfassung auf dieser Website



Cookies

Unsere Internetseiten verwenden so genannte ,Cookies”. Cookies sind kleine
Datenpakete und richten auf Ihrem Endgerat keinen Schaden an. Sie werden
entweder vorubergehend fur die Dauer einer Sitzung (Session-Cookies) oder
dauerhaft (permanente Cookies) auf lhrem Endgerat gespeichert. Session-Cookies
werden nach Ende Ihres Besuchs automatisch geloscht. Permanente Cookies bleiben
auf Ihrem Endgerat gespeichert, bis Sie diese selbst |[6schen oder eine automatische
Loéschung durch Ihren Webbrowser erfolgt.

Cookies kdbnnen von uns (First-Party-Cookies) oder von Drittunternehmen stammen
(sog. Third-Party-Cookies). Third-Party-Cookies ermdglichen die Einbindung
bestimmter Dienstleistungen von Drittunternehmen innerhalb von Webseiten (z. B.
Cookies zur Abwicklung von Zahlungsdienstleistungen).

Cookies haben verschiedene Funktionen. Zahlreiche Cookies sind technisch
notwendig, da bestimmte Webseitenfunktionen ohne diese nicht funktionieren
wurden (z. B. die Warenkorbfunktion oder die Anzeige von Videos). Andere Cookies
kdnnen zur Auswertung des Nutzerverhaltens oder zu Werbezwecken verwendet
werden.

Cookies, die zur Durchfuhrung des elektronischen Kommunikationsvorgangs, zur
Bereitstellung bestimmter, von lhnen erwlnschter Funktionen (z. B. fur die
Warenkorbfunktion) oder zur Optimierung der Website (z. B. Cookies zur Messung
des Webpublikums) erforderlich sind (notwendige Cookies), werden auf Grundlage
von Art. 6 Abs. 1lit. f DSGVO gespeichert, sofern keine andere Rechtsgrundlage
angegeben wird. Der Websitebetreiber hat ein berechtigtes Interesse an der
Speicherung von notwendigen Cookies zur technisch fehlerfreien und optimierten
Bereitstellung seiner Dienste. Sofern eine Einwilligung zur Speicherung von Cookies
und vergleichbaren Wiedererkennungstechnologien abgefragt wurde, erfolgt die
Verarbeitung ausschlieBlich auf Grundlage dieser Einwilligung (Art. 6 Abs. 1lit. a
DSGVO und § 25 Abs. 1 TTDSQG); die Einwilligung ist jederzeit widerrufbar.

Sie konnen Ihren Browser so einstellen, dass Sie Uber das Setzen von Cookies
informiert werden und Cookies nur im Einzelfall erlauben, die Annahme von Cookies
fUr bestimmte Falle oder generell ausschlie3en sowie das automatische Loschen der
Cookies beim SchlieBen des Browsers aktivieren. Bei der Deaktivierung von Cookies
kann die Funktionalitat dieser Website eingeschrankt sein.

Welche Cookies und Dienste auf dieser Website eingesetzt werden, kdnnen Sie dieser
Datenschutzerklarung entnehmen.

Einwilligung mit Borlabs Cookie

Unsere Website nutzt die Consent-Technologie von Borlabs Cookie, um lhre
Einwilligung zur Speicherung bestimmter Cookies in Ihrem Browser oder zum



Einsatz bestimmter Technologien einzuholen und diese datenschutzkonform zu
dokumentieren. Anbieter dieser Technologie ist die Borlabs GmbH, RUbenkamp 32,
22305 Hamburg (im Folgenden Borlabs).

Wenn Sie unsere Website betreten, wird ein Borlabs-Cookie in Ihrem Browser
gespeichert, in dem die von Ihnen erteilten Einwilligungen oder der Widerruf dieser
Einwilligungen gespeichert werden. Diese Daten werden nicht an den Anbieter von
Borlabs Cookie weitergegeben.

Die erfassten Daten werden gespeichert, bis Sie uns zur Loschung auffordern bzw.
das Borlabs-Cookie selbst [6schen oder der Zweck fur die Datenspeicherung entfallt.
Zwingende gesetzliche Aufbewahrungsfristen bleiben unberuhrt. Details zur
Datenverarbeitung von Borlabs Cookie finden Sie unter
https://de.borlabs.io/kb/welche-daten-speichert-borlabs-cookie/.

Der Einsatz der Borlabs-Cookie-Consent-Technologie erfolgt, um die gesetzlich
vorgeschriebenen Einwilligungen fUr den Einsatz von Cookies einzuholen.
Rechtsgrundlage hierfur ist Art. 6 Abs. 1 lit. c DSGVO.

Server-Log-Dateien

Der Provider der Seiten erhebt und speichert automatisch Informationen in so
genannten Server-Log-Dateien, die Ihr Browser automatisch an uns Ubermittelt. Dies
sind:

Browsertyp und Browserversion
verwendetes Betriebssystem

Referrer URL

Hostname des zugreifenden Rechners
Uhrzeit der Serveranfrage

IP-Adresse

Eine Zusammenfuhrung dieser Daten mit anderen Datenquellen wird nicht
vorgenommen.

Die Erfassung dieser Daten erfolgt auf Grundlage von Art. 6 Abs. 1 lit. f DSGVO. Der
Websitebetreiber hat ein berechtigtes Interesse an der technisch fehlerfreien
Darstellung und der Optimierung seiner Website — hierzu mussen die
Server-Log-Files erfasst werden.

Kontaktformular

Wenn Sie uns per Kontaktformular Anfragen zukommen lassen, werden lhre
Angaben aus dem Anfrageformular inklusive der von |hnen dort angegebenen
Kontaktdaten zwecks Bearbeitung der Anfrage und fur den Fall von Anschlussfragen
bei uns gespeichert. Diese Daten geben wir nicht ohne Ihre Einwilligung weiter.


https://de.borlabs.io/kb/welche-daten-speichert-borlabs-cookie/

Die Verarbeitung dieser Daten erfolgt auf Grundlage von Art. 6 Abs. 1 lit. b DSGVO,
sofern Ihre Anfrage mit der Erfullung eines Vertrags zusammenhangt oder zur
DurchfUhrung vorvertraglicher MaBnahmen erforderlich ist. In allen Ubrigen Fallen
beruht die Verarbeitung auf unserem berechtigten Interesse an der effektiven
Bearbeitung der an uns gerichteten Anfragen (Art. 6 Abs. 1 lit. f DSGVO) oder auf lhrer
Einwilligung (Art. 6 Abs. 1lit. a DSGVO) sofern diese abgefragt wurde; die Einwilligung
ist jederzeit widerrufbar.

Die von Ihnen im Kontaktformular eingegebenen Daten verbleiben bei uns, bis Sie
uns zur Loschung auffordern, lhre Einwilligung zur Speicherung widerrufen oder der
Zweck fur die Datenspeicherung entfallt (z. B. nach abgeschlossener Bearbeitung
Ihrer Anfrage). Zwingende gesetzliche Bestimmungen — insbesondere
Aufbewahrungsfristen — bleiben unberuhrt.

Anfrage per E-Mail, Telefon oder Telefax

Wenn Sie uns per E-Mail, Telefon oder Telefax kontaktieren, wird Ihre Anfrage
inklusive aller daraus hervorgehenden personenbezogenen Daten (Name, Anfrage)
zum Zwecke der Bearbeitung |hres Anliegens bei uns gespeichert und verarbeitet.
Diese Daten geben wir nicht ohne |hre Einwilligung weiter.

Die Verarbeitung dieser Daten erfolgt auf Grundlage von Art. 6 Abs. 1 lit. b DSGVO,
sofern lhre Anfrage mit der Erfullung eines Vertrags zusammenhangt oder zur
DurchfUhrung vorvertraglicher MaBnahmen erforderlich ist. In allen Ubrigen Fallen
beruht die Verarbeitung auf unserem berechtigten Interesse an der effektiven
Bearbeitung der an uns gerichteten Anfragen (Art. 6 Abs. 1 lit. f DSGVO) oder auf lhrer
Einwilligung (Art. 6 Abs. 1lit. a DSGVO) sofern diese abgefragt wurde; die Einwilligung
ist jederzeit widerrufbar.

Die von Ilhnen an uns per Kontaktanfragen Ubersandten Daten verbleiben bei uns, bis
Sie uns zur Léschung auffordern, Ihre Einwilligung zur Speicherung widerrufen oder
der Zweck fur die Datenspeicherung entfallt (z. B. nach abgeschlossener Bearbeitung
Ihres Anliegens). Zwingende gesetzliche Bestimmungen — insbesondere gesetzliche
Aufbewahrungsfristen — bleiben unberuhrt.

Kommunikation via WhatsApp

Fur die Kommunikation mit unseren Kunden und sonstigen Dritten nutzen wir unter
anderem den Instant-Messaging-Dienst WhatsApp. Anbieter ist die WhatsApp
Ireland Limited, 4 Grand Canal Square, Grand Canal Harbour, Dublin 2, Irland.

Die Kommmunikation erfolgt Uber eine Ende-zu-Ende-VerschlUsselung (Peer-to-Peer),
die verhindert, dass WhatsApp oder sonstige Dritte Zugriff auf die
Kommunikationsinhalte erlangen kédnnen. WhatsApp erhalt jedoch Zugriff auf
Metadaten, die im Zuge des Kommunikationsvorgangs entstehen (z. B. Absender,
Empfanger und Zeitpunkt). Wir weisen ferner darauf hin, dass WhatsApp nach



eigener Aussage, personenbezogene Daten seiner Nutzer mit seiner in den USA
ansassigen Konzernmutter Meta teilt. Weitere Details zur Datenverarbeitung finden
Sie in der Datenschutzrichtlinie von WhatsApp unter:
https://www.whatsapp.com/legal/#privacy-policy.

Der Einsatz von WhatsApp erfolgt auf Grundlage unseres berechtigten Interesses an
einer méglichst schnellen und effektiven Kommunikation mit Kunden, Interessenten
und sonstigen Geschafts- und Vertragspartnern (Art. 6 Abs. 1lit. f DSGVO). Sofern eine
entsprechende Einwilligung abgefragt wurde, erfolgt die Datenverarbeitung
ausschlieBlich auf Grundlage der Einwilligung; diese ist jederzeit mit Wirkung fur die
Zukunft widerrufbar.

Die zwischen Ihnen und uns auf WhatsApp ausgetauschten Kommmunikationsinhalte
verbleiben bei uns, bis Sie uns zur Loschung auffordern, Ihre Einwilligung zur
Speicherung widerrufen oder der Zweck fur die Datenspeicherung entfallt (z. B. nach
abgeschlossener Bearbeitung lhrer Anfrage). Zwingende gesetzliche Bestimmungen
— insbesondere Aufbewahrungsfristen — bleiben unberthrt.

Das Unternehmen verfugt Uber eine Zertifizierung nach dem ,EU-US Data Privacy
Framework" (DPF). Der DPF ist ein Ubereinkommen zwischen der Europaischen
Union und den USA, der die Einhaltung europaischer Datenschutzstandards bei
Datenverarbeitungen in den USA gewahrleisten soll. Jedes nach dem DPF zertifizierte
Unternehmen verpflichtet sich, diese Datenschutzstandards einzuhalten. Weitere
Informationen hierzu erhalten Sie vom Anbieter unter folgendem Link:
https://www.dataprivacyframework.gov/s/participant-search/participant-detail?contac
t=true&id=a2zt00000011sfnAAA&status=Active

Wir nutzen WhatsApp in der Variante ,WhatsApp Business".

Die Datenubertragung in die USA wird auf die Standardvertragsklauseln der
EU-Kommission gestUtzt. Details finden Sie hier:
https.//mwww.whatsapp.com/legal/business-data-transfer-addendum.

Wir haben unsere WhatsApp-Accounts so eingestellt, dass es keinen automatischen
Datenabgleich mit dem Adressbuch auf den im Einsatz befindlichen Smartphones
macht.

Wir haben einen Vertrag Uber Auftragsverarbeitung (AVV) mit dem oben genannten
Anbieter geschlossen.

Calendly

Auf unserer Website haben Sie die Moglichkeit, Termine mit uns zu vereinbaren. Fur
die Terminbuchung nutzen wir das Tool ,,Calendly”. Anbieter ist die Calendly LLC, 271
17th St NW, 10th Floor, Atlanta, Georgia 30363, USA (nachfolgend ,Calendly”).
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Zum Zweck der Terminbuchung geben Sie die abgefragten Daten und den
Wunschtermin in die dafur vorgesehene Maske ein. Die eingegebenen Daten werden
fur die Planung, Durchfuhrung und ggf. fur die Nachbereitung des Termins
verwendet. Die Termindaten werden fur uns auf den Servern von Calendly
gespeichert, dessen Datenschutzerklarung Sie hier einsehen konnen:
https://calendly.com/privacy.

Die von Ihnen eingegebenen Daten verbleiben bei uns, bis Sie uns zur Loschung
auffordern, lhre Einwilligung zur Speicherung widerrufen oder der Zweck fur die
Datenspeicherung entfallt. Zwingende gesetzliche Bestimmungen - insbesondere
Aufbewahrungsfristen — bleiben unberuhrt.

Rechtsgrundlage fur die Datenverarbeitung ist Art. 6 Abs. 1 lit. f DSGVO. Der
Websitebetreiber hat ein berechtigtes Interesse an einer moglichst unkomplizierten
Terminvereinbarung mit Interessenten und Kunden. Sofern eine entsprechende
Einwilligung abgefragt wurde, erfolgt die Verarbeitung ausschliellich auf Grundlage
von Art. 6 Abs. 1lit. a DSGVO und § 25 Abs. 1 TTDSG, soweit die Einwilligung die
Speicherung von Cookies oder den Zugriff auf Informationen im Endgerat des
Nutzers (z. B. Device-Fingerprinting) im Sinne des TTDSG umfasst. Die Einwilligung ist
jederzeit widerrufbar.

Die Datenubertragung in die USA wird auf die Standardvertragsklauseln der
EU-Kommission gestutzt. Details finden Sie hier: https://calendly.com/pages/dpa.

Auftragsverarbeitung

Wir haben einen Vertrag Uber Auftragsverarbeitung (AVV) zur Nutzung des oben
genannten Dienstes geschlossen. Hierbei handelt es sich um einen
datenschutzrechtlich vorgeschriebenen Vertrag, der gewahrleistet, dass dieser die
personenbezogenen Daten unserer Websitebesucher nur nach unseren Weisungen
und unter Einhaltung der DSGVO verarbeitet.

ProvenExpert

Wir haben Bewertungssiegel von ProvenExpert auf dieser Website eingebunden.
Anbieter ist Expert Systems AG, Quedlinburger Str. 1, 10589 Berlin,
https:/www.provenexpert.com.

Das ProvenExpert-Siegel ermdglicht es uns, Kundenbewertungen, die bei
ProvenExpert zu unserem Unternehmen abgegeben wurden, auf unserer Website in
einem Siegel darzustellen. Wenn Sie unsere Website besuchen, wird eine Verbindung
mit ProvenExpert hergestellt, sodass ProvenExpert feststellen kann, dass Sie unsere
Website besucht haben. Ferner erfasst ProvenExpert Ihre Spracheinstellungen, um
das Siegel in der gewahlten Landessprache anzuzeigen.
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Die Verwendung von ProvenExpert erfolgt auf Grundlage von Art. 6 Abs. 1 lit. f DSGVO.
Der Websitebetreiber hat ein berechtigtes Interesse an einer moglichst
nachvollziehbaren Darstellung von Kundenbewertungen. Sofern eine entsprechende
Einwilligung abgefragt wurde, erfolgt die Verarbeitung ausschlie3lich auf Grundlage
von Art. 6 Abs. 1lit. a DSGVO und § 25 Abs. 1 TTDSG, soweit die Einwilligung die
Speicherung von Cookies oder den Zugriff auf Informationen im Endgerat des
Nutzers (z. B. Device-Fingerprinting) im Sinne des TTDSG umfasst. Die Einwilligung ist
jederzeit widerrufbar.

5. Analyse-Tools und Werbung

Google Analytics

Diese Website nutzt Funktionen des Webanalysedienstes Google Analytics. Anbieter
ist die Google Ireland Limited (,Google*), Gordon House, Barrow Street, Dublin 4,
Irland.

Google Analytics ermbglicht es dem Websitebetreiber, das Verhalten der
Websitebesucher zu analysieren. Hierbei erhalt der Websitebetreiber verschiedene
Nutzungsdaten, wie z. B. Seitenaufrufe, Verweildauer, verwendete Betriebssysteme
und Herkunft des Nutzers. Diese Daten werden in einer User-ID zusammengefasst
und dem jeweiligen Endgerat des Websitebesuchers zugeordnet.

Des Weiteren konnen wir mit Google Analytics u. a. lhre Maus- und
Scrollbewegungen und Klicks aufzeichnen. Ferner verwendet Google Analytics
verschiedene Modellierungsansatze, um die erfassten Datensatze zu erganzen und
setzt Machine-Learning-Technologien bei der Datenanalyse ein.

Google Analytics verwendet Technologien, die die Wiedererkennung des Nutzers
zum Zwecke der Analyse des Nutzerverhaltens ermoéglichen (z. B. Cookies oder
Device-Fingerprinting). Die von Google erfassten Informationen Uber die Benutzung
dieser Website werden in der Regel an einen Server von Google in den USA
Ubertragen und dort gespeichert.

Die Nutzung dieses Dienstes erfolgt auf Grundlage Ihrer Einwilligung nach Art. 6 Abs.
1lit. a DSGVO und § 25 Abs. 1 TTDSG. Die Einwilligung ist jederzeit widerrufbar.

Die Datenubertragung in die USA wird auf die Standardvertragsklauseln der
EU-Kommission gestutzt. Details finden Sie hier:
https://privacy.google.com/businesses/controllerterms/mccs/.

Das Unternehmen verfugt Uber eine Zertifizierung nach dem ,EU-US Data Privacy
Framework" (DPF). Der DPF ist ein Ubereinkommen zwischen der Europaischen
Union und den USA, der die Einhaltung europaischer Datenschutzstandards bei
Datenverarbeitungen in den USA gewahrleisten soll. Jedes nach dem DPF zertifizierte
Unternehmen verpflichtet sich, diese Datenschutzstandards einzuhalten. Weitere
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Informationen hierzu erhalten Sie vom Anbieter unter folgendem Link:
https://www.dataprivacyframework.gov/s/participant-search/participant-detail?contac
t=true&id=a2zt0O00000001L5AAI&status=Active

IP Anonymisierung

Die Google Analytics IP-Anonymisierung ist aktiviert. Dadurch wird Ihre IP-Adresse
von Google innerhalb von Mitgliedstaaten der Europaischen Union oder in anderen
Vertragsstaaten des Abkommens Uber den Europaischen Wirtschaftsraum vor der
Ubermittlung in die USA gekuUrzt. Nur in Ausnahmefallen wird die volle IP-Adresse an
einen Server von Google in den USA Ubertragen und dort gekurzt. Im Auftrag des
Betreibers dieser Website wird Google diese Informationen benutzen, um lhre
Nutzung der Website auszuwerten, um Reports Uber die Websiteaktivitaten
zusammenzustellen und um weitere mit der Websitenutzung und der
Internetnutzung verbundene Dienstleistungen gegenluber dem Websitebetreiber zu
erbringen. Die im Rahmen von Google Analytics von Ihrem Browser Ubermittelte
IP-Adresse wird nicht mit anderen Daten von Google zusammengefuhrt.

Browser Plugin

Sie kénnen die Erfassung und Verarbeitung lhrer Daten durch Google verhindern,
indem Sie das unter dem folgenden Link verfugbare Browser-Plugin herunterladen
und installieren: https://tools.google.com/dlpage/gaoptout?hi=de.

Mehr Informationen zum Umgang mit Nutzerdaten bei Google Analytics finden Sie in
der Datenschutzerklarung von Google:
https://support.google.com/analytics/answer/6004245?hl=de.

Auftragsverarbeitung

Wir haben mit Google einen Vertrag zur Auftragsverarbeitung abgeschlossen und
setzen die strengen Vorgaben der deutschen Datenschutzbehdrden bei der Nutzung
von Google Analytics vollstandig um.

Google Ads Remarketing

Diese Website nutzt die Funktionen von Google Ads Remarketing. Anbieter ist die
Google Ireland Limited (,Google"), Gordon House, Barrow Street, Dublin 4, Irland.

Mit Google Ads Remarketing kbnnen wir Personen, die mit unserem Online-Angebot
interagieren bestimmten Zielgruppen zuordnen, um ihnen anschlief3end
interessenbezogene Werbung im Google-Werbenetzwerk anzeigen zu lassen
(Remarketing bzw. Retargeting).
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Des Weiteren konnen die mit Google Ads Remarketing erstellten Werbe-Zielgruppen
mit den gerateubergreifenden Funktionen von Google verknUpft werden. Auf diese
Weise kdnnen interessenbezogene, personalisierte Werbebotschaften, die in
Abhangigkeit Ihres friheren Nutzungs- und Surfverhaltens auf einem Endgerat (z. B.
Handy) an Sie angepasst wurden auch auf einem anderen lhrer Endgerate (z. B.
Tablet oder PC) angezeigt werden.

Wenn Sie Uber einen Google-Account verflgen, kdnnen Sie der personalisierten
Werbung unter folgendem Link widersprechen:
https://www.google.com/settings/ads/onweb/.

Die Nutzung dieses Dienstes erfolgt auf Grundlage lhrer Einwilligung nach Art. 6 Abs.
1lit. a DSGVO und § 25 Abs. 1 TTDSG. Die Einwilligung ist jederzeit widerrufboar.

Weitergehende Informationen und die Datenschutzbestimmungen finden Sie in der
Datenschutzerklarung von Google unter:
https://policies.google.com/technologies/ads?hi=de.

Das Unternehmen verfugt Uber eine Zertifizierung nach dem ,EU-US Data Privacy
Framework" (DPF). Der DPF ist ein Ubereinkommen zwischen der Europaischen
Union und den USA, der die Einhaltung europaischer Datenschutzstandards bei
Datenverarbeitungen in den USA gewahrleisten soll. Jedes nach dem DPF zertifizierte
Unternehmen verpflichtet sich, diese Datenschutzstandards einzuhalten. Weitere
Informationen hierzu erhalten Sie vom Anbieter unter folgendem Link:
https://www.dataprivacyframework.gov/s/participant-search/participant-detail?contac
t=true&id=a2zt000000001L5AAl&status=Active

Zielgruppenbildung mit Kundenabgleich

Zur Zielgruppenbildung verwenden wir unter anderem den Kundenabgleich von
Google Ads Remarketing. Hierbei Ubergeben wir bestimmte Kundendaten (z. B.
E-Mail-Adressen) aus unseren Kundenlisten an Google. Sind die betreffenden Kunden
Google-Nutzer und in ihnrem Google-Konto eingeloggt, werden ihnen passende
Werbebotschaften innerhalb des Google-Netzwerks (z. B. bei YouTube, Gmail oder in
der Suchmaschine) angezeigt.

Google Conversion-Tracking

Diese Website nutzt Google Conversion Tracking. Anbieter ist die Google Ireland
Limited (,Google"), Gordon House, Barrow Street, Dublin 4, Irland.

Mit Hilfe von Google-Conversion-Tracking konnen Google und wir erkennen, ob der
Nutzer bestimmte Aktionen durchgefuhrt hat. So kbnnen wir beispielsweise
auswerten, welche Buttons auf unserer Website wie haufig geklickt und welche
Produkte besonders haufig angesehen oder gekauft wurden. Diese Informationen
dienen dazu, Conversion-Statistiken zu erstellen. Wir erfahren die Gesamtanzahl der
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Nutzer, die auf unsere Anzeigen geklickt haben und welche Aktionen sie
durchgefuhrt haben. Wir erhalten keine Informationen, mit denen wir den Nutzer
personlich identifizieren konnen. Google selbst nutzt zur Identifikation Cookies oder
vergleichbare Wiedererkennungstechnologien.

Die Nutzung dieses Dienstes erfolgt auf Grundlage Ihrer Einwilligung nach Art. 6 Abs.
1lit. a DSGVO und § 25 Abs. 1 TTDSG. Die Einwilligung ist jederzeit widerrufboar.

Mehr Informationen zu Google Conversion-Tracking finden Sie in den
Datenschutzbestimmungen von Google: https://policies.google.com/privacy?hl=de.

Das Unternehmen verfugt Uber eine Zertifizierung nach dem ,,EU-US Data Privacy
Framework" (DPF). Der DPF ist ein Ubereinkommen zwischen der Europaischen
Union und den USA, der die Einhaltung europaischer Datenschutzstandards bei
Datenverarbeitungen in den USA gewahrleisten soll. Jedes nach dem DPF zertifizierte
Unternehmen verpflichtet sich, diese Datenschutzstandards einzuhalten. Weitere
Informationen hierzu erhalten Sie vom Anbieter unter folgendem Link:
https://www.dataprivacyframework.gov/s/participant-search/participant-detail?contac
t=true&id=a2zt000000001L5AAI&status=Active

Meta-Pixel (ehemals Facebook Pixel)

Diese Website nutzt zur Konversionsmessung der Besucheraktions-Pixel von
Facebook/Meta. Anbieter dieses Dienstes ist die Meta Platforms Ireland Limited, 4
Grand Canal Square, Dublin 2, Irland. Die erfassten Daten werden nach Aussage von
Facebook jedoch auch in die USA und in andere Drittlander Ubertragen.

So kann das Verhalten der Seitenbesucher nachverfolgt werden, nachdem diese
durch Klick auf eine Facebook-Werbeanzeige auf die Website des Anbieters
weitergeleitet wurden. Dadurch konnen die Wirksamkeit der
Facebook-Werbeanzeigen fur statistische und Marktforschungszwecke ausgewertet
werden und zukunftige Werbemaflnahmen optimiert werden.

Die erhobenen Daten sind fur uns als Betreiber dieser Website anonym, wir kdnnen
keine RuckschlUsse auf die Identitat der Nutzer ziehen. Die Daten werden aber von
Facebook gespeichert und verarbeitet, sodass eine Verbindung zum jeweiligen
Nutzerprofil méglich ist und Facebook die Daten fUr eigene Werbezwecke,
entsprechend der Facebook-Datenverwendungsrichtlinie
(https://de-de.facebook.com/about/privacy/) verwenden kann. Dadurch kann
Facebook das Schalten von Werbeanzeigen auf Seiten von Facebook sowie auB3erhalb
von Facebook ermaoglichen. Diese Verwendung der Daten kann von uns als
Seitenbetreiber nicht beeinflusst werden.

Die Nutzung dieses Dienstes erfolgt auf Grundlage lhrer Einwilligung nach Art. 6 Abs.
1lit. a DSGVO und § 25 Abs. 1 TTDSG. Die Einwilligung ist jederzeit widerrufbar.
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Soweit mit Hilfe des hier beschriebenen Tools personenbezogene Daten auf unserer
Website erfasst und an Facebook weitergeleitet werden, sind wir und die Meta
Platforms Ireland Limited, 4 Grand Canal Square, Grand Canal Harbour, Dublin 2,
Irland gemeinsam fur diese Datenverarbeitung verantwortlich (Art. 26 DSGVO). Die
gemeinsame Verantwortlichkeit beschrankt sich dabei ausschlie3lich auf die
Erfassung der Daten und deren Weitergabe an Facebook. Die nach der Weiterleitung
erfolgende Verarbeitung durch Facebook ist nicht Teil der gemeinsamen
Verantwortung. Die uns gemeinsam obliegenden Verpflichtungen wurden in einer
Vereinbarung Uber gemeinsame Verarbeitung festgehalten. Den Wortlaut der
Vereinbarung finden Sie unter:
https://mwww.facebook.com/legal/controller_addendum. Laut dieser Vereinbarung sind
wir fUr die Erteilung der Datenschutzinformationen beim Einsatz des Facebook-Tools
und fur die datenschutzrechtlich sichere Implementierung des Tools auf unserer
Website verantwortlich. Fur die Datensicherheit der Facebook-Produkte ist Facebook
verantwortlich. Betroffenenrechte (z. B. Auskunftsersuchen) hinsichtlich der bei
Facebook verarbeiteten Daten kdnnen Sie direkt bei Facebook geltend machen.
Wenn Sie die Betroffenenrechte bei uns geltend machen, sind wir verpflichtet, diese
an Facebook weiterzuleiten.

Die Datenubertragung in die USA wird auf die Standardvertragsklauseln der
EU-Kommission gestltzt. Details finden Sie hier:
https://www.facebook.com/legal/EU_data_transfer_addendum und
https://de-de.facebook.com/help/566994660333381.

In den Datenschutzhinweisen von Facebook finden Sie weitere Hinweise zum Schutz
Ilhrer Privatsphare: https://de-de.facebook.com/about/privacy/.

Sie kdnnen auBerdem die Remarketing-Funktion ,Custom Audiences” im Bereich
Einstellungen fUr Werbeanzeigen unter
https://www.facebook.com/ads/preferences/?entry_product=ad_settings_screen
deaktivieren. Dazu mussen Sie bei Facebook angemeldet sein.

Wenn Sie kein Facebook Konto besitzen, konnen Sie nutzungsbasierte Werbung von
Facebook auf der Website der European Interactive Digital Advertising Alliance
deaktivieren: http://mwww.youronlinechoices.com/de/praferenzmanagement/.

Das Unternehmen verfugt Uber eine Zertifizierung nach dem ,EU-US Data Privacy
Framework" (DPF). Der DPF ist ein Ubereinkommen zwischen der Europaischen
Union und den USA, der die Einhaltung europaischer Datenschutzstandards bei
Datenverarbeitungen in den USA gewahrleisten soll. Jedes nach dem DPF zertifizierte
Unternehmen verpflichtet sich, diese Datenschutzstandards einzuhalten. Weitere
Informationen hierzu erhalten Sie vom Anbieter unter folgendem Link:
https://www.dataprivacyframework.gov/s/participant-search/participant-detail?contac
t=true&id=a2zt0000000CNywWAAC&status=Active

6. Plugins und Tools
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YouTube mit erweitertem Datenschutz

Diese Website bindet Videos der Website YouTube ein. Betreiber der Website ist die
Google Ireland Limited (,Google"”), Gordon House, Barrow Street, Dublin 4, Irland.

Wenn Sie eine dieser Website besuchen, auf denen YouTube eingebunden ist, wird
eine Verbindung zu den Servern von YouTube hergestellt. Dabei wird dem
YouTube-Server mitgeteilt, welche unserer Seiten Sie besucht haben. Wenn Sie in
Ihrem YouTube-Account eingeloggt sind, ermdglichen Sie YouTube, |hr Surfverhalten
direkt lhrem personlichen Profil zuzuordnen. Dies kbnnen Sie verhindern, indem Sie
sich aus Ihrem YouTube-Account ausloggen.

Wir nutzen YouTube im erweiterten Datenschutzmodus. Videos, die im erweiterten
Datenschutzmodus abgespielt werden, werden nach Aussage von YouTube nicht zur
Personalisierung des Surfens auf YouTube eingesetzt. Anzeigen, die im erweiterten
Datenschutzmodus ausgespielt werden, sind ebenfalls nicht personalisiert. Im
erweiterten Datenschutzmodus werden keine Cookies gesetzt. Stattdessen werden
jedoch sogenannte Local Storage Elemente im Browser des Users gespeichert, die
ahnlich wie Cookies personenbezogene Daten beinhalten und zur Wiedererkennung
eingesetzt werden kdnnen. Details zum erweiterten Datenschutzmodus finden Sie
hier: https://support.google.com/youtube/answer/171780.

Gegebenenfalls konnen nach der Aktivierung eines YouTube-Videos weitere
Datenverarbeitungsvorgange ausgelost werden, auf die wir keinen Einfluss haben.

Die Nutzung von YouTube erfolgt im Interesse einer ansprechenden Darstellung
unserer Online-Angebote. Dies stellt ein berechtigtes Interesse im Sinne von Art. 6
Abs. 1lit. f DSGVO dar. Sofern eine entsprechende Einwilligung abgefragt wurde,
erfolgt die Verarbeitung ausschlie3lich auf Grundlage von Art. 6 Abs. 1 lit. a DSGVO
und § 25 Abs. 1 TTDSG, soweit die Einwilligung die Speicherung von Cookies oder den
Zugriff auf Informationen im Endgerat des Nutzers (z. B. Device-Fingerprinting) im
Sinne des TTDSG umfasst. Die Einwilligung ist jederzeit widerrufbar.

Weitere Informationen Uber Datenschutz bei YouTube finden Sie in deren
Datenschutzerklarung unter: https://policies.google.com/privacy?hl=de.

Das Unternehmen verfugt Uber eine Zertifizierung nach dem ,EU-US Data Privacy
Framework" (DPF). Der DPF ist ein Ubereinkommen zwischen der Europaischen
Union und den USA, der die Einhaltung europaischer Datenschutzstandards bei
Datenverarbeitungen in den USA gewahrleisten soll. Jedes nach dem DPF zertifizierte
Unternehmen verpflichtet sich, diese Datenschutzstandards einzuhalten. Weitere
Informationen hierzu erhalten Sie vom Anbieter unter folgendem Link:
https://www.dataprivacyframework.gov/s/participant-search/participant-detail?contac
t=true&id=a2zt000000001L5AAI&status=Active

Google Fonts (lokales Hosting)
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Diese Seite nutzt zur einheitlichen Darstellung von Schriftarten so genannte Google
Fonts, die von Google bereitgestellt werden. Die Google Fonts sind lokal installiert.
Eine Verbindung zu Servern von Google findet dabei nicht statt.

Weitere Informationen zu Google Fonts finden Sie unter
https://developers.google.com/fonts/fag und in der Datenschutzerklarung von Google:
https://policies.google.com/privacy?hl=de.

Google reCAPTCHA

Wir nutzen ,Google reCAPTCHA" (im Folgenden ,reCAPTCHA") auf dieser Website.
Anbieter ist die Google Ireland Limited (,Google"), Gordon House, Barrow Street,
Dublin 4, Irland.

Mit reCAPTCHA soll Uberpruft werden, ob die Dateneingabe auf dieser Website (z. B.
in einem Kontaktformular) durch einen Menschen oder durch ein automatisiertes
Programm erfolgt. Hierzu analysiert reCAPTCHA das Verhalten des Websitebesuchers
anhand verschiedener Merkmale. Diese Analyse beginnt automatisch, sobald der
Websitebesucher die Website betritt. Zur Analyse wertet reCAPTCHA verschiedene
Informationen aus (z. B. IP-Adresse, Verweildauer des Websitebesuchers auf der
Website oder vom Nutzer getatigte Mausbewegungen). Die bei der Analyse erfassten
Daten werden an Google weitergeleitet.

Die reCAPTCHA-ANalysen laufen vollstandig im Hintergrund. Websitebesucher
werden nicht darauf hingewiesen, dass eine Analyse stattfindet.

Die Speicherung und Analyse der Daten erfolgt auf Grundlage von Art. 6 Abs. 1 lit. f
DSGVO. Der Websitebetreiber hat ein berechtigtes Interesse daran, seine
Webangebote vor missbrauchlicher automatisierter Ausspahung und vor SPAM zu
schutzen. Sofern eine entsprechende Einwilligung abgefragt wurde, erfolgt die
Verarbeitung ausschlieBlich auf Grundlage von Art. 6 Abs. 1lit. a DSGVO und § 25 Abs.
1TTDSG, soweit die Einwilligung die Speicherung von Cookies oder den Zugriff auf
Informationen im Endgerat des Nutzers (z. B. Device-Fingerprinting) im Sinne des
TTDSG umfasst. Die Einwilligung ist jederzeit widerrufbar.

Weitere Informationen zu Google reCAPTCHA entnehmen Sie den
Google-Datenschutzbestimmungen und den Google Nutzungsbedingungen unter
folgenden Links: https://policies.google.com/privacy?hl=de und
https://policies.google.com/terms?hl=de.

Das Unternehmen verfugt Uber eine Zertifizierung nach dem ,,EU-US Data Privacy
Framework" (DPF). Der DPF ist ein Ubereinkommen zwischen der Europaischen
Union und den USA, der die Einhaltung europaischer Datenschutzstandards bei
Datenverarbeitungen in den USA gewahrleisten soll. Jedes nach dem DPF zertifizierte
Unternehmen verpflichtet sich, diese Datenschutzstandards einzuhalten. Weitere
Informationen hierzu erhalten Sie vom Anbieter unter folgendem Link:


https://developers.google.com/fonts/faq
https://policies.google.com/privacy?hl=de
https://policies.google.com/privacy?hl=de
https://policies.google.com/terms?hl=de

https://www.dataprivacyframework.gov/s/participant-search/participant-detail?contac
t=true&id=a2zt000000001L5AAIl&status=Active

7. eCommerce und Zahlungsanbieter

Verarbeiten von Kunden- und Vertragsdaten

Wir erheben, verarbeiten und nutzen personenbezogene Kunden- und Vertragsdaten
zur Begrindung, inhaltlichen Ausgestaltung und Anderung unserer
Vertragsbeziehungen. Personenbezogene Daten Uber die Inanspruchnahme dieser
Website (Nutzungsdaten) erheben, verarbeiten und nutzen wir nur, soweit dies
erforderlich ist, um dem Nutzer die Inanspruchnahme des Dienstes zu ermoglichen
oder abzurechnen. Rechtsgrundlage hierfur ist Art. 6 Abs. 1 lit. b DSGVO.

Die erhobenen Kundendaten werden nach Abschluss des Auftrags oder Beendigung
der Geschaftsbeziehung und Ablauf der ggf. bestehenden gesetzlichen
Aufbewahrungsfristen geloscht. Gesetzliche Aufbewahrungsfristen bleiben
unberuhrt.

8. Audio- und Videokonferenzen

Datenverarbeitung

FUr die Kommunikation mit unseren Kunden setzen wir unter anderen
Online-Konferenz-Tools ein. Die im Einzelnen von uns genutzten Tools sind unten
aufgelistet. Wenn Sie mit uns per Video- oder Audiokonferenz via Internet
kommunizieren, werden lhre personenbezogenen Daten von uns und dem Anbieter
des jeweiligen Konferenz-Tools erfasst und verarbeitet.

Die Konferenz-Tools erfassen dabei alle Daten, die Sie zur Nutzung der Tools
bereitstellen/einsetzen (E-Mail-Adresse und/oder |hre Telefonnummer). Ferner
verarbeiten die Konferenz-Tools die Dauer der Konferenz, Beginn und Ende (Zeit) der
Teilnahme an der Konferenz, Anzahl der Teilnehmer und sonstige
Kontextinformationen” im Zusammenhang mit dem Kommunikationsvorgang
(Metadaten).

Des Weiteren verarbeitet der Anbieter des Tools alle technischen Daten, die zur
Abwicklung der Online-Kommunikation erforderlich sind. Dies umfasst insbesondere
IP-Adressen, MAC-Adressen, Gerate-IDs, Geratetyp, Betriebssystemtyp und -version,
Client-Version, Kameratyp, Mikrofon oder Lautsprecher sowie die Art der Verbindung.

Sofern innerhalb des Tools Inhalte ausgetauscht, hochgeladen oder in sonstiger
Weise bereitgestellt werden, werden diese ebenfalls auf den Servern der
Tool-Anbieter gespeichert. Zu solchen Inhalten zahlen insbesondere


https://www.dataprivacyframework.gov/s/participant-search/participant-detail?contact=true&id=a2zt000000001L5AAI&status=Active
https://www.dataprivacyframework.gov/s/participant-search/participant-detail?contact=true&id=a2zt000000001L5AAI&status=Active

Cloud-Aufzeichnungen, Chat-/ Sofortnachrichten, Voicemails hochgeladene Fotos
und Videos, Dateien, Whiteboards und andere Informationen, die wahrend der
Nutzung des Dienstes geteilt werden.

Bitte beachten Sie, dass wir nicht vollumfanglich Einfluss auf die
Datenverarbeitungsvorgange der verwendeten Tools haben. Unsere Moglichkeiten
richten sich mafRgeblich nach der Unternehmenspolitik des jeweiligen Anbieters.
Weitere Hinweise zur Datenverarbeitung durch die Konferenztools entnehmen Sie
den Datenschutzerklarungen der jeweils eingesetzten Tools, die wir unter diesem
Text aufgefuhrt haben.

Zweck und Rechtsgrundlagen

Die Konferenz-Tools werden genutzt, um mit angehenden oder bestehenden
Vertragspartnern zu kommmunizieren oder bestimmte Leistungen gegenUber unseren
Kunden anzubieten (Art. 6 Abs. 1lit. b DSGVO). Des Weiteren dient der Einsatz der
Tools der allgemeinen Vereinfachung und Beschleunigung der Kommmunikation mit
uns bzw. unserem Unternehmen (berechtigtes Interesse im Sinne von Art. 6 Abs. 1 lit. f
DSGVO). Soweit eine Einwilligung abgefragt wurde, erfolgt der Einsatz der
betreffenden Tools auf Grundlage dieser Einwilligung; die Einwilligung ist jederzeit
mit Wirkung fur die Zukunft widerrufbar.

Speicherdauer

Die unmittelbar von uns Uber die Video- und Konferenz-Tools erfassten Daten werden
von unseren Systemen geldscht, sobald Sie uns zur Loschung auffordern, Ihre
Einwilligung zur Speicherung widerrufen oder der Zweck fur die Datenspeicherung
entfallt. Gespeicherte Cookies verbleiben auf Ihrem Endgerat, bis Sie sie [6schen.
Zwingende gesetzliche Aufbewahrungsfristen bleiben unberuhrt.

Auf die Speicherdauer Ihrer Daten, die von den Betreibern der Konferenz-Tools zu

eigenen Zwecken gespeichert werden, haben wir keinen Einfluss. Fur Einzelheiten
dazu informieren Sie sich bitte direkt bei den Betreibern der Konferenz-Tools.

Eingesetzte Konferenz-Tools

Wir setzen folgende Konferenz-Tools ein:

Zoom

Wir nutzen Zoom. Anbieter dieses Dienstes ist die Zoom Communications Inc., San
Jose, 55 Almaden Boulevard, 6th Floor, San Jose, CA 95113, USA. Details zur
Datenverarbeitung entnehmen Sie der Datenschutzerklarung von Zoom:
https://explore.zoom.us/de/privacy/.


https://explore.zoom.us/de/privacy/

Die Datenubertragung in die USA wird auf die Standardvertragsklauseln der
EU-Kommission gestUtzt. Details finden Sie hier: https://explore.zoom.us/de/privacy/.

Auftragsverarbeitung

Wir haben einen Vertrag Uber Auftragsverarbeitung (AVV) zur Nutzung des oben
genannten Dienstes geschlossen. Hierbei handelt es sich um einen
datenschutzrechtlich vorgeschriebenen Vertrag, der gewahrleistet, dass dieser die
personenbezogenen Daten unserer Websitebesucher nur nach unseren Weisungen
und unter Einhaltung der DSGVO verarbeitet.


https://explore.zoom.us/de/privacy/
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